附录：
1、全年安全服务项目要求

	序号
	描述
	满足/部分满足/不满足
	部分满足的请简要描述

	1
	对我行互联网出口系统、重要信息系统每半年一次全量渗透、行内系统日常迭代版本按需渗透漏扫，每次均需提供相应的渗透漏扫报告、复测报告（需人员驻场）
	
	

	2
	每年对我行一级系统、二三级系统开展全量漏洞扫描（系统数量由实际情况确定），并提供相应的漏扫报告（需人员驻场）
	
	

	3
	每月总结“两高一弱”问题清单，并提供月度总结报告和年度整改情况报告（需人员驻场）
	
	

	4
	按需进行等保材料整理（每年一次，不需人员驻场）
	
	

	5
	对IPS、WAF、DDoS等我行现存安全设备进行日常运维并提供每日巡检报告（需人员驻场）
	
	

	6
	面向开发、测试、运维人员的专业安全技能培训和面向全员信息安全意识培训
	
	


2、重保安全服务项目要求

	序号
	描述
	满足/部分满足/不满足
	部分满足的请简要描述

	1
	国家规定的法定节假日、重大会议等活动期间的网络安全保障现场支持工作
	
	


